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VERI GIZLILIGi POLITIKASI
1. AMAC VE KAPSAM

Egebat musterilerini, tedarikgilerini, ¢alisanlarnini ve altyUklenicilerini icermekle birlikte ticari is iligkisi
bulunan tim paydaslarinin gizliligini koruma ilkesine baglidir. Bu ilkeye istinaden Sirket, bu Veri Gizliligi
Politikasrni (“Politika”) benimsemistir.

2. TANIMLAR

ilgili Veri Koruma Yasalar, gizlilik veya veri koruma ile ilgili Turkiye’de (Kisisel Verilerin Korunmasi
Kanunu) gecerli olup Kisisel Verilerin Islenmesi kapsaminda uygulanabilir tim yasa ve diizenlemeleri
ifade etmektedir.

Kisisel Veri, tanimlanmis veya tanimlanabilir gercek kisileri (“ilgili Kisi”) ilgilendiren tiim bilgileri ifade
etmektedir. Tanimlama, isim, kimlik numarasi, yer bilgisi, ¢evrimici tanimlayicilari veya bir ligili Kisi'nin
fiziksel, psikolojik, genetik, zihinsel, ekonomik, kiltlrel veya sosyal kisiligine 6zgl bir veya birden fazla
unsura atif yoluyla gergeklesebilir.

Calisan, Egebant kuruluslarini temsilen hareket eden ve bu Politika’ya tabi olan tim kadrolu ¢alisanlari,
yetkilileri, tam veya yan zamanl ¢alisanlar, ilgili G¢cUncl taraf danismanlarini ve gegici ¢alisanlan ifade
etmektedir.

islem veya islemek, elde etme, kaydetme, organize etme, yapilandirma, depolama, uyarlama,
degistirme, kurtarma, danisma, kullanma, yayimlama, dagitma veya herhangi bagka bir sekilde erigsime
acma, uluslararasi transfer, uyarlama veya bultinlestirme, engelleme, silme veya imha etme gibi Kisisel
Veriler Uzerinde uygulanan herhangi bir igslemi ifade etmektedir.

Veri isleyen, bu Politika’ya tabi olup Egebant adina Kisisel Verileri isleyen her kisi ve birimi ifade
etmektedir. Gizlilik Ihlali, Kisisel Verilerin istem disi veya yasa digi olarak imhasini, kaybini,
degistiriimesini, yetki disi olarak ifsasini veya erisime agilmasini ifade etmektedir.

Gizlilik Onlemleri, Kisisel Verilerin batanlagand, erisilebilirligini  ve gizliligini  hedefleyen yasal,
organizasyonel veya teknik olgutleri iceren, Gizlilik Ihlallerini dnlemeyi, hafifletmeyi veya telafi etmeyi
amaglayan 6nlemleri ifade etmektedir.

Ozel Nitelikli Kisisel Veriler, bir ilgili kisi'nin irkina veya etnik kdkenine, politik gérislerine, dini veya
felsefi inanglarina, sendika Uyeliklerine, genetik 6zelliklerine, biyometrik bilgilerine, saglik, cinsel yasam,
cinsel yonelim veya ceza mahkOmiyetlerine iliskin Kisisel Verileri ifade etmektedir.

3. SORUMLULUKLAR
a. Calisanlar, olagan is faaliyetleri cergcevesinde Kisisel Verileri islerken bu Politika’ya uyum
saglamakla yukimladur.

b. Sirket icindeki Ust dizey ydnetim, uygun bir yénetisim yapisinin surdiridlmesi ile uyum ve uygulama
icin gerekli kaynaklarin tahsis edilmesi de dahil olmak (zere, bu Politika’ya uyumu saglamaktan
sorumludur.

c. Galisanlar, bu Politika’nin herhangi bir yerel yasa veya dizenleme ile gelistiginden veya bir Sirket
uygulamasinin bu Politika’yl ihlal ettiginden suphe eder veya haberdar olursa derhal Etik hatlar dan
bilgilendirmelidir.

d. Sirket, bu Politika veya yerel Veri Koruma Yasalari ile uyumlulugun saglanmasi adina ilave politikalari,
prosedurleri veya uygulamalari yurlrlige koyabilir.

3. GENEL POLITIKA

a. Sirket, Kisisel Verileri, bu Politika ve yurirlikteki Veri Koruma Yasalarina uygun sekilde islemek icin
caba gdsterir. Yurarlukteki Veri Koruma Yasalarinin bu Politika’dan daha yuksek bir koruma dizeyi
Ongordigi durumlarda Sirket, bu tiir yasa ve dizenlemelere uymak zorundadir.
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b. Temel Prensipler
« Kanunilik ve Amagla Sinirli Olma

Sirket, Kisisel Verileri yalnizca yasalara uygun, adil ve belirtilen agik ve mesru is amaglan igin,
yurdrlikteki Veri Koruma Kanunlarn uyarinca uygun bir gerekceyle (yasal dayanakla) islemelidir. Bu
gerekge, llgili Kisi’nin acik nizasi, bir sbzlesmenin yerine getirilmesi, bir anlagmaya girmeden Once atilan
adimlar, yasal zorunluluklar veya Sirket'in, ilgili Kisilerin cikarlan veya temel hak ve 6zgirliklerini
kisittamayan mesru cikarlar olabilir. Yururluktekl yasalar veya i¢ politikalar tarafindan Sirket'in, belirli
Kigisel Verilerin iglenmesinden Once ilgili Kisi'nin acik rizasini istemesinin talep edilmesi durumunda
Sirket acik riza isteyecek ve llgili Kisi'nin kararnni uygulayacaktir. Sirket, Kisi’'nin onaylanini aldi§i ve
onaylarini geri almasi durumunda bunu uyguladigini gésteren kayitlarn tutmaldir.

« Veri Minimizasyonu

Sirket, Kisisel Verilerin islenmesini, belirlenen amag veya amacglari gergeklestirmek igin gereken minimum
bilgi miktariyla sinirlamalidir. Mimkiin oldugu durumlarda Sirket, ilgili Kisileri tanimlamayan verileri
kullanmalidir. Bu bilgilere erisim ihtiyagla sinirlanmalidir. Sirket, belirlenen amag veya amaglar igin gerekli
olan Kisisel Verilerin iglenmesi, erisilmesi ve saklanmasi kapsamini en aza indirecektir. Erigim, kisilerin
bilmesi gerektigi kadan ile sinirl olacaktir. istisnalar haric olmak iizere, Kisisel Veriler belirsiz sayida
kisinin erisimine agik olamaz.

. Dogrulugun ve Kalitenin Korunmasi Sirket, Kisisel Veri isleme Sireclerinin bitinligini daima
korumali ve Kisisel Verilerin amacina uygun kullanimi i¢in dogru, eksiksiz, gtincel ve guvenilir olmalar
adina gerekli adimlar atmaldir.

. Kisisel Verilerin Saklanmasi ve Silinmesi Sirket, Kisisel Verileri gerekenden daha uzun sire
saklamamalidir. Kisisel Veriler, Sirket'in Kayitlarin Saklanmasi Politikasi dahil olmak Uzere, gecerli
Sirket Politikalarina ve kayit saklama planlarina uygun olarak imha edilmeli veya anonimlestiriimelidir.
Sirket Politikalan ve kayit saklama programlan, Sirket'in ticari ihtiyaglarini, yasal zorunluluklar,
bilimsel, istatistiksel veya tarihsel arastirmalar dikkate almalidir.

c. ilgili Kisi’nin Haklari

. Sirket, Ilgili Kisilerin Kisisel Verilere iligkin erisim haklari, kisitlamalar, veri taginabilirligi, silinme, karsi
cikma veya riza geri gekme gibi konulardaki taleplerini degerlendirmelidir.

. Sirket, bu taleplere bir ay icinde karsilik vermeli ve talebin ilgili Kisi Haklar Politikasrnda belirtilen
sure zarfinda karsilanmasi icin ¢caba sarf etmelidir.

. Sirket, talepte bulunan ilgili Kisi ile ilgili Kisisel Veriyi yasal olarak bagdastiramadi§i miiddetce veya
talep tekrarlayici dogasi sebebiyle acik sekilde temelsiz veya abartiimis ise talebi yerine getirmek
yukdmluligunde degildir.

d. Gerekli Giivenligin Saglanmasi ve Giivenlik ihlallerinin Raporlanmasi
. Sirket, Ozellikle Kisisel Verilerin kablosuz ag, tasinabilir aygit veya medya araciligiyla aktarimini
ilgilendiren islemlerde, verilerin givenligini saglamak adina Giivenlik Onlemleri uygulamalidir. Bu
énlemler, isleme sirecini, ilgili Kisisel Verinin dogasini, Givenlik Onlemlerinin uygulanmasinin
maliyetini ve uygulanigini dikkate almaldir.

« Guvenlik Onlemleri, yazili glvenlik politikalar ve prosedurleri ile belirtiimelidir.

. Calisanlar givenlik ihlalini hemen Egebant IT departmanina bildirmeli ve Sirketin Veri ihlali
Politikas’'na uygun olarak Guvenlik ihlallerinin kaydini tutmalidir.
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e. Kigisel Verilerin Aciklanmasi

. Sirket, Kisisel Verileri yalnizca kolluk kuvvetleri veya mahkeme, is ortaklarn, tedarikgileri veya
musterileri ile 6zel olarak yetkilendirildigi strece ve Turkiyedeki ydrlrlikte bulunan yasa ve
yénetmeliklere veya gecerli Veri Koruma Yasalarina uydugu sirece aciklamaldir.

. .Sirket, Kisisel Verilerin gizliligi ve guvenligi adina, birlikte caligilan Veri isleyenleri dikkatlice se¢meli,
onlari sdézlesmeler ile taahhit edilmis kontrollere tabi tutmali ve gegerli tim Veri Koruma Yasalarina
uymalidir.

f. Kigisel Verilerin Uluslararasi Transferi

. Sirket, Kisisel Verileri yalnizca gecerli Veri Koruma Kanunlarinda belirtilen sartlara uygun olarak
transfer edebilir.

g. Egitim

Rollerinin veya iglevlerinin bir parcasi olarak Kisisel Verileri isleyen ¢alisanlar bu Politika’ya uygun olarak
dlzenli olarak egitilmelidir. Egitim, ilgili galisanin roliine veya islevine uyarlanmalidir.

h. Takip ve Kayitlar

. Global Veri Koruma Godrevlisi ve yerel Veri Koruma Gorevlileri, bu Politika’'ya uyumu saglamak adina
periyodik gbzden gecirme ve denetimler yapmalidir.

. Sirket, veri isleme faaliyetlerinin kaydini tutmaldir. Kayitlar, talep Uzerine denetleyici kurumlara
saglanmalidir.

i. Uyum ve Feragatler

. Bu Politika ile getirilen gereksinimlerden, ydénetim onayi alindiktan sonra, istisnai durumlarda ve
sartlara bagl olarak yalnizca duruma gére feragat edilebilir.

. Bu Politika’ya uymayan herhangi bir ¢alisan, is akdinin feshi dahil olmak Gzere disiplin cezalarina tabi
olabilir.

5. FIKRi MULKIYET HAKLARI VE KORUNMASI

Sirket'e ait veya Sirket tarafindan gelistirilen her tirlG fikri ve sinai mulkiyet, gizli bilgi kapsaminda
degerlendirilir ve korunur. Bu kapsamda; patentler, faydali modeller, endUstriyel tasarimlar, markalar, telif
haklari, yazihmlar, algoritmalar, teknik ¢izimler, raporlar, stregler, know-how, ticari sirlar ve benzeri tim
maddi olmayan varliklar Sirket’in fikri mulkiyetini olusturur.

Calisanlar, danismanlar ve Sirket adina hareket eden tim Gguncu taraflar;

. Sirket’e ait fikri mulkiyet unsurlarini yetkisiz sekilde kopyalayamaz, cogaltamaz, paylasamaz veya
dcuncu kigilere agiklayamaz,

. Gorevleri sirasinda elde ettikleri fikri mulkiyet niteligindeki bilgileri yalnizca isin gerektirdigi dlgtide ve
yetkilendirme cercevesinde kullanabilir,

« Sirket ici duzenlemeler ve yirurlikteki mevzuata uygun sekilde hareket etmekle yukimladur.

I.  Taraflarin Fikri Milkiyet Haklar

Sirket; musterilere, tedarikcilere, is ortaklarina, danismanlara ve dider tglncu taraflara ait fikri ve sinai
muilkiyet haklarina saygi géstermeyi temel bir ilke olarak benimser.

Bu kapsamda;

« Uclncu taraflara ait patent, telif hakki, marka, yaziim, tasanm, teknik dokiiman, ticari sir ve benzeri
fikri mulkiyet unsurlan, yalnizca yasal dayanak, sézlesme hikimleri ve izinler cergcevesinde
kullanilabilir,

+ Lisans, sdzlesme veya acik yazili izin bulunmaksizin tGgtincu taraflara ait fikri mulkiyet unsurlarinin
kopyalanmasi, cogaltiimasi, degistiriimesi, dagitiimasi veya paylasiimasi yasaktir,

. Ugiinci taraflara ait gizli veya fikri miilkiyet niteligindeki bilgilerin yetkisiz sekilde ifsa edilmesi
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Sirket binyesinde geligtirilen her turli bulus, tasarm, yaziim, dokiman ve benzeri caligsmalar,
yurarlikteki mevzuat ve Sirket ici dizenlemeler uyarinca Sirket'e ait kabul edilir ve gerekli gérilen
durumlarda yasal koruma altina alinir.

Fikri milkiyet iceren bilgi ve belgeler, bu Politika kapsaminda gizli veri olarak degderlendirilir ve izinsiz
erisim, ifsa, kayip veya kétuye kullanima kargi uygun teknik ve organizasyonel guvenlik énlemleri ile
korunur.

Bu Politika hikiimlerine aykir davranilmasi durumunda, ilgili kisi veya kisiler hakkinda disiplin iglemleri
uygulanabilir ve gerekli hallerde hukuki ve cezai yollara basvurulabilir.

6. BILGILENDIRME

Bu Politikaya veya genel olarak gizlilik konularina dair soru veya endise olmasi durumunda, bunlar IT
departmanina iletiniz.
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